

**Informacja** **na temat przetwarzania danych osobowych
pozyskiwanych w inny sposób niż od osoby, której dotyczą**

1. **Administrator danych osobowych**

Administratorem podanych danych osobowych jest Politechnika Śląska, zwana dalej Uczelnią,
z którym można się kontaktować listownie na adres: ul. Akademicka 2A, 44-100 Gliwice lub za pośrednictwem poczty elektronicznej: RR1@polsl.pl

1. **Inspektor ochrony danych**

Administrator powołał inspektora ochrony danych, z którym można się kontaktować we wszystkich sprawach dotyczących przetwarzania danych osobowych listownie na adres:
ul. Akademicka 2A, 44-100 Gliwice lub za pośrednictwem poczty elektronicznej: iod@polsl.pl

1. **Cele przetwarzania**

Administrator przetwarza dane osobowe w celu przyjęcia zgłoszenia naruszenia prawa oraz przeprowadzenia postępowania wyjaśniającego .

1. **Podstawa prawna przetwarzania**

Przetwarzanie oparte jest na przesłance wynikającej z art. 6 ust. 1 lit. c oraz art. 9 ust. 2 lit. g) rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 roku
w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) oraz przepisach ustawy z dnia 14 czerwca 2024 r. o ochronie sygnalistów.

1. **Kategorie odnośnych danych**

Dane osobowe niezbędne do przyjęcia zgłoszenia o naruszeniu, prowadzenia działań następczych oraz ochrony sygnalisty.

1. **Okres przechowywania danych**

Dane osobowe będą przetwarzane przez okres 3 lat po zakończeniu roku kalendarzowego,
w którym zakończono działania następcze podjęte w związku ze zgłoszeniem.

1. **Prawa związane z przetwarzaniem danych osobowych**

Przysługują Pani/Panu następujące prawa związane z przetwarzaniem danych osobowych:

1. prawo dostępu do danych osobowych ( z wyłączeniem informacji o źródle danych osobowych – art. 15 ust. 1 lit. f. ogólnego rozporządzenia o ochronie danych osobowych);
2. prawo żądania sprostowania danych osobowych, które są nieprawidłowe oraz uzupełnienia niekompletnych danych osobowych;
3. prawo żądania usunięcia danych osobowych jeśli zachodzą przesłanki wynikające
z art. 17 ogólnego rozporządzenia o ochronie danych;
4. prawo żądania ograniczenia przetwarzania danych osobowych;
5. prawo wniesienia skargi do organu nadzorczego zajmującego się ochroną danych osobowych, tj. Prezesa Urzędu Ochrony Danych Osobowych.
6. **Informacja o zautomatyzowanym podejmowaniu decyzji**

Dane nie będą podlegały zautomatyzowanemu podejmowaniu decyzji, w tym profilowaniu.