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Program studiow

Kierunek studiow:

cyberbezpieczenstwo systemow komputerowych

Poziom studiow:

studia drugiego stopnia

Profil studiow:

ogdlnoakademicki

Formy studiow:

studia stacjonarne

Liczba semestrow:

3

Liczba punktow ECTS konieczna do ukonczenia studiow:

90

Tytut zawodowy nadawany absolwentom:

magister inzynier

Kierunek studiéw jest przyporzadkowany do dyscyplin:

informatyka techniczna i telekomunikacja: 100% - dyscyplina wiodaca

kaczna liczba godzin zajec: 960

taczna liczba punktéw ECTS, jaka student musi uzyskac
w ramach zaje¢ prowadzonych z bezpo$rednim udziatem
nauczycieli akademickich lub innych oséb prowadzacych
zajecia:

45

Liczba punktow ECTS, jaka student musi uzyska¢ w ramach
zajec z dziedziny nauk humanistycznych lub nauk spotecznych -
w przypadku kierunkéw studiéw przyporzadkowanych do | 5
dyscyplin w ramach dziedzin innych niz odpowiednio nauki
humanistyczne lub nauki spoteczne:

Wymiar oraz liczba punktéw ECTS, jaka student musi uzyskac

w ramach praktyk zawodowychs program studiéw nie przewiduje praktyk zawodowych

Zasady i forma odbywania praktyk zawodowych: program studiow nie przewiduje praktyk zawodowych

Efekty uczenia sie

Odniesienie do
charakterystyk drugiego
Symbol Zaktadane efekty uczenia sie stopnia efektéw uczenia
sie Polskiej Ramy
Kwalifikacji
Wiedza: zna i rozumie
w pogtebionym stopniu zagadnienia z zakresu fizyki, matematyki, statystyki i innych obszarow nauk
K2A_W1 oraz dyscyplin inzynieryjno-technicznych, przydatne do formutowania i rozwiazywania ztozonych P7S_WG
zadan inzynierskich z obszaru réznego typu systeméw informatycznych
podstawowe, podbudowane teoretycznie procesy zachodzace w cyklu zycia systemow informatycznych
oraz ich komponentéw sprzetowo-programowych, a takze metody, techniki i narzedzia stosowane przy
K2A_W2 | rozwiazywaniu ztozonych zadar inzynierskich zwiazanych z uwzglednianiem zagadnien bezpieczeristwa P7S_WG inz.
podczas ich projektowania i implementacji oraz zapewnianiem bezpieczenstwa ich uzytkowania
i utrzymania
K2AW3 ;y)oc'istawovt/e. zasady tworzenfa, funkcjyonowapia i rozwoju roznych form przedsiebiorczosci ze PTS.WKinz.
$wiadomoscia ryzyka wystepujacego w Srodowiskach cyfrowych
spoteczne, ekonomiczne, prawne, etyczne i inne, pozatechniczne uwarunkowania dziatalnosci
inzynierskiej, w tym zasady ochrony wiasnosci przemystowej i prawa autorskiego oraz powiazane
K2A_W4 gl ¥ ; ; a3 e ; i P7S_WK
znimi oddzialywania, zasady i standardy funkcjonujace w technicznie zorientowanym spoteczeristwie
informacyjnym
zagadnienia dotyczace wykorzystania odpowiednich form projektowania, implementacji, weryfikacji
K2A_W5 | iutrzymania systemow informatycznych dla zapewnienia bezpieczeristwa zaréwno ich wewnetrznej P7S_WK
interakcji, jak i interakcji z czlowiekiem
gtéwne tendencje rozwojowe informatyki technicznej i telekomunikaciji, role cztowieka i systeméw
K2A_W6 ; 5 ; . ; P7S_WG
komputerowych w bezpieczenstwie funkcjonowania spoteczefstwa
K2A_W7 podstawowe problemy wspotczesnej cywilizacji w odniesieniu do osiagnie¢ nauki i techniki P7S_WK




Umiejetnosci: potrafi

K2A_U1

identyfikowac, formutowac i rozwigzywac zlozone i nietypowe problemy inzynierskie zwiazane ze
studiowanym kierunkiem przez zastosowanie zasad inzynieryjno-technicznych oraz nauk matematyczno-
-fizycznych, a takze innowacyjnie wykonywac zadania w nieprzewidywalnych warunkach, przystosowujac
istniejgce lub opracowujac nowe metody i narzedzia

P7S_UW

K2A_U2

formutowac i testowac hipotezy zwiazane z prostymi problemami badawczymi

P7S_UW

K2A_U3

planowac i przeprowadzi¢ eksperyment, w tym obserwacje, analizy i symulacje komputerowe,
interpretowa¢ uzyskane wyniki i wyciaga¢ wnioski, stosowa¢ narzedzia i metody zapewniania
i zwiekszania bezpieczenstwa podczas projektowania rozwiazan oraz analizy i mitygacji zagrozen
podczas ich dziatania

P7S_UWinz.

K2A_U4

przy identyfikacji i formutowaniu specyfikacji zadan inzynierskich oraz ich rozwigzaniu:

— wykorzystywac¢ metody analityczne, symulacyjne i eksperymentalne,

- dostrzegac ich aspekty systemowe i pozatechniczne, w tym aspekty etyczne,

- dokonywac wstepnej oceny ekonomicznej proponowanych rozwiazan i podejmowanych dziatan
inzynierskich.

Potrafi dokonywac krytycznej analizy sposobu funkcjonowania istniejacych rozwiazan technicznych

ioceniaé te rozwigzania

P7S_UWinz.

K2A_US

zaprojektowac zgodnie z zadana specyfikacjg oraz wykona¢ typowy dla studiowanego kierunku,
ztozony system lub proces bezpieczenstwa, uzywajac stosownych metod, technik, technologii
i narzedzi, przeprowadzi¢ weryfikacje funkcjonalng i/lub formalng uzyskanego rozwiazania,
projektowaC i tworzy¢ oprogramowanie réznego rodzaju ze $wiadomoscia koniecznosci
wbudowywania funkcji bezpieczenstwa, wykorzysta¢ techniki bezpieczenstwa w projektowaniu
i weryfikacji systemow informatycznych réznego rodzaju

P7S_UWinz.

K2A_UB

pracowac indywidualnie i w zespole, przyjmujac w nim rézne role, w tym role wiodaca, kierowac praca
zespolu

P7S_U0

K2A_U7

wiasciwie dobiera¢ zrodta i informacje z nich pochodzace, dokonywac oceny, krytycznej analizy,
syntezy, twdrczej interpretacji i prezentacji tych informacji, komunikowa¢ sie na tematy
specjalistyczne ze zrdznicowanymi kregami odbiorcow, z uzyciem specjalistycznej terminologii
i nowoczesnych technologii informacyjno-komunikacyjnych, prowadzi¢ debate

P7S_UK

K2A_U8

dobiera¢ i korzysta¢ z wtasciwych, zaawansowanych technik, umiejetnosci i nowoczesnych narzedzi
inzynierskich w zakresie projektowania, implementacji i analizy systeméw informatycznych
i oprogramowania ich komponentow

P7S_UW
P7S_UW inz.

K2A_U9

samodzielnie planowad i realizowa¢ wlasne uczenie si¢ przez cate zycie i ukierunkowaé innych w tym
zakresie

P7S_UU

K2A_U10

wybrac i uzy¢ zaawansowanych narzedzi w projektowaniu i weryfikacji systeméw cyfrowych,
zaadaptowac¢ i/lub stworzy¢ narzedzia inzynierskie wspomagajace projektowanie i weryfikacje
systemow cyfrowych, zaplanowa¢ architekture systemu cyfrowego

P7S_UW

K2A_Um

postugiwa¢ sie jezykiem obcym na poziomie B2+ Europejskiego Systemu Opisu Ksztalcenia
Jezykowego oraz specjalistyczng terminologig zwiazang z kierunkiem studiow, a takze postugiwac
sie drugim jezykiem obcym na poziomie Al lub wyzszym Europejskiego Systemu Opisu Ksztalcenia
Jezykowego

P7S_UK

Kompetencje spoleczne: jest gotow do

K2A_K1

krytycznej oceny posiadanej wiedzy i odbieranych tresci, uznawania znaczenia wiedzy
w rozwigzywaniu probleméw poznawczych i praktycznych oraz zasiggania opinii ekspertow
w przypadku trudno$ci z samodzielnym rozwigzaniem problemu

P7S_KK

K2A_K2

wypetniania zobowiazan spotecznych, inspirowania i organizowania dziatalnosci na rzecz $rodowiska
spotecznego, inicjowania dziatan na rzecz interesu publicznego, myslenia i dziatania w sposéb
kreatywny i przedsigbiorczy

P7S_KO

K2A_K3

odpowiedzialnego petnienia rél zawodowych, z uwzglednieniem zmieniajacych sie potrzeb
spotecznych, rozwijania dorobku zawodu, podtrzymywania etosu zawodu, przestrzegania
i rozwijania etyki zawodowe] oraz dzialania na rzecz przestrzegania tych zasad; ma $wiadomosc
waznosci i zrozumienie pozatechnicznych aspektdw i skutkow dziatalno$ci inzynierskiej

P7S_KR

Zajecia i grupy zaje¢

5 Efekty uczenia sig i ae . i
T —— Liczba {symbal) fstioda Tresci programowe zapewniajace uzyskanie efektow
VPSTBANAERE | ki Epmey | 000 MPIEIISAESY uczenia sig
zajeé lub grupy zajeé
k, stownictwo, funkcje komunikacyjne i strukt
Jezyk obcy 4 K2A_UTI Jezyk, stownictwo, funkcje _ 0r_nun»| acymg is ru» ury
gramatyczne na wybranym poziomie biegtosci jezykowej.
K2A W3 Prawo autorskie, prawo patentowe, ochrona wifasnosci
Fajoin By Gadlk KOA Wa |nt‘elektu§lr?ej, elementy prawa pracy i formy prowa.dzenila
g dziatalnoéci gospodarczej, aspekty prawne, certyfikacja;
humanistyczno-spotecznych 5 K2A_W5 9 ; Y ) st
(HES) K2A_K2 audyty, standaryzacja i narzedzia bezpieczenstwa, certyfikacje
KZA_KB Common Criteria i Protection Profiles, socjotechnika, bialy
- wywiad.




Podstawowe elementy zarzadzania projektami, proces
zarzadzania, proces planowania; proces rozwijania projektow
informatycznych, organizacja pracy w grupie; klasyfikacja
projektow, fazy projektow, cykl zycia projektu, harmonogra-
mowanie projektu, techniki prowadzenia projektow.

Zajecia podstawowe
o charakterze matematyczno-
-fizycznym

K2A_W1
K2A_U1

Zaawansowane systemy kodowania i reprezentacji danych
w systemach cyfrowych, w tym reprezentacje liczbowe
w urzadzeniach cyfrowych, systemy liczbowe. Reprezentacja
informacji i danych; réznice w implementacji operacji
arytmetycznych przy uzyciu réznych reprezentacii; podstawy
statystyki matematycznej, opisowej, wnioskowania i rachunku
prawdopodobiefstwa. Pojecie zmiennych losowych oraz ich
rozktady i relacje. Zbieranie danych i estymacje, cechy
i badania statystyczne, organizacja badan statystycznych,
opracowanie danych, w tym mechanizmy statystyczne do
czyszczenia i analizy danych. Testy statystyczne, modelowanie
i eksperymenty, korelacja i analiza regresji, analiza
wspoélzaleznosci i dynamiki zjawisk, analiza szeregow
czasowych, poziomy istotno$ci.

Pojecia podstawowe w stopniu zaawansowanym. Podstawy
informatyki kwantowej i jej zastosowania w kryptografii,
w tym: wprowadzenie do informatyki kwantowej, podstawowe
bramki kwantowe, protokoly podstawowe, stochastyczne
uktady kwantowe, dyskryminacja stanéw kwantowych,
symulacje i eksperymenty kwantowe, podstawowe algorytmy
kwantowe. Elementy kryptografii kwantowej, ataki kwantowe
na klasyczne prymitywy kryptograficzne.

Zajecia kierunkowe
obowiagzkowe

20

K2A_W1
K2A_W2
K2A_W5
K2A_U5
K2A_U8
K2A_UTI

Zagadnienia wspotczesne] informatyki (wyréwnanie poziomdw),
maszynowa reprezentacja danych i realizacja operacji
arytmetycznych, organizacja jednostki centralnej, elementy
konstrukcyjne  komputera, system przerwan, systemy
wymiany informacji, system operacyjny i jego zadania, metody
dostepu do danych, algorytmy i struktury danych,
wielozadaniowo$¢ i klasyczne problemy synchronizacji,
wybrane zagadnienia programowania, wybrane, zaawansowane
paradygmaty i metodyki programowania, wybrane jezyki
programowania.

Elementy systeméw kryptograficznych, szyfry symetryczne,
funkcje skrotu, szyfry strumieniowe, algorytmy asymetryczne,
zastosowania algorytméw asymetrycznych, zarzadzanie
hastami, ataki stownikowe, teczowe tablice, kryptografia
w sieciach WLAN, protokoly kryptograficzne, infrastruktura
klucza publicznego, hashowanie, przedstawienie programéw
do tamania haset.

Risk modeling issues and risk analysis in IT systems.
Introduction to machine learning, neural networks,
convolutional neural networks, transfer learning and fine
tuning, recurrent neural networks, adversarial attacks,
generative adversarial networks, transformers, large
language models, explainability and security of deep models.
Zagadnienia niskopoziomowego bezpieczeristwa oprogramo-
wania, bezpieczenstwo systemow operacyjnych i ich
mechanizmow, kontrola dostepu, uzytkownicy i uprawnienia,
procesy, biblioteki i wywotania systemowe, izolacja procesow,
pojecia namespaces i kontenery, podpisywanie, audytowanie,
rozszerzenia i modyfikacje bezpieczenstwa, hardening,
Active Directory, metody eskalacji uprawnien, narzedzia do
wyszukiwania podatnosci.

Zagadnienia obszaréw zadaniowych zarzadzania bezpie-
czenstwem, zakres zarzadzania, warstwy zabezpieczen,

analiza i ocena stanu ochrony fizycznej, strefy
bezpieczefistwa i krytyczne punkty w systemie ochrony,
reagowanie na incydenty i zarzadzenie kryzysowe,

zarzadzanie tozsamoscia i kontrola dostepu, bezpieczefistwo
danych, zarzadzanie fancuchem dostaw, zarzadzanie
zmianami, procesy audytowania i certyfikacji, ciagtosc
dziatania, system zarzadzania bezpieczeristwem informacji.
Dwa przedmioty w ramach tej grupy prowadzone sg w jezyku
angielskim.




K2A_W6

K2A_U1
B . K2A_U4 Zadania inzynierskie realizowane jako interdyscyplinarny
Zajecia obieralne realizowane ; 5 S i
R . X 6 K2A_U5 projekt grupowy o tematyce zgodnej z wybrang specjalnoscia
jako Project Based Learning X
K2A_U6 dyplomowania.
K2A_U7
K2A_U8
Zagrozenia, podatnosci i ataki na oprogramowanie, inzynieria
wsteczna, metody testowania oprogramowania, architektura
i automatyczne testowanie oprogramowania.
Uwierzytelnienie i autoryzacja, modele federacyjne, zarzadzanie
tozsamoscia, zarzadzanie dostepem, uwierzytelnienie,
autoryzacja, sesja, trust model.
Zagadnienia integracji programowania, zabezpieczen i operacji,
continous integration, continous deployment, zaawansowane
testowanie pod katem bezpieczeristwa.
Wprowadzenie do bezpieczefistwa mobilnego, bezpieczenstwo
mobilnych systeméw operacyjnych, uprawnienia aplikacji
mobilnychi ryzyko zwigzane z prywatno$cia, sandboksowanie
aplikacji mobilnych i izolacja, zarzadzanie urzadzeniami
mobilnymi i rozwigzania bezpieczenstwa, bezpieczenstwo
K2A_W1 sieciowe i urzadzenia mobilne, testowanie penetracyjne
K2A_W2 aplikacji mobilnych, bezpieczne aktualizacje oprogramowania
K2A_W6 mobilnego, bezpieczenstwo aplikacji mobilnych w chmurze,
Grupa zaje¢ wybieralnych K2A_U2 aspekty prawne i regulacyjne bezpieczenstwa mobilnego,
realizowanych w ramach K2A_U3 nowe trendy i przysztos¢ bezpieczenstwa mobilnego.
specjalnoscei: 26 K2A_U4 Zagadnienia analizy incydentow, inzynieria wsteczna, analiza
cyberbezpieczenstwo K2A_U5 powtamaniowa, kod poli- i metamorficzny, szyfrowane
oprogramowania K2A_UB binaria.
K2A_U9 Zaawansowane zagadnienia bezpieczenstwa w oprogramowaniu
K2A_U10 sieciowym, bezpieczenstwo aplikacji internetowych, tokeny,
K2A_K1 projektowanie aplikacji internetowych, proces hakowania
aplikacji webowych oraz ich zabezpieczenia, przetwarzanie
danych i plikdw od uzytkownika, oprogramowanie sieciowe/
internetowe, metodologie, aplikacje webowe, technologie
tworzenia oprogramowania, architektura aplikacji webowych,
specyfika bezpiecznego uwierzytelnienia.
Omoéwienie identyfikacji i eksploataciji podatno$ci w stopniu
zaawansowanym, zagadnienia roznych klas podatnosci i ich
wariantow, metody bezpieczenstwa i metody ich omijania,
eksploatacja i identyfikacja.
Zagadnienia teoretyczne i praktyczne zwigzane z testami
penetracyjnymi, metodyki bezpieczenstwa, rodzaje testow
i definicja zakresu, rekonesans, modelowanie zagrozen,
wykrywanie podatnosci, eksploatacja podatnosci, eksploatacja
powtamaniowa i raportowanie.
Zaawansowane zagadnienia projektowania i konfiguracji sieci
komputerowych ze $wiadomoscig zagrozen i w kontekscie
bezpieczenistwa, zabezpieczanie sieci, testowanie sieci,
standardowe porty i aplikacje, sposoby taczenia sie do
réznych aplikacji, ataki sieciowe, analiza sieci bezprzewo-
dowych, zasady przesytu danych w sieci Internet, mechanizmy
K2A_W1 zapewnienia bezpieczefstwa.
K2A_W2 Zaawansowane zagadnienia zwigzane z bezpieczenstwem
K2A_W6 zdecentralizowanych aplikacji (DApp), systemy rozproszone,
Grupa zaje¢ wybieralnych K2A_U2 zagadnienia podstawowe aplikacji zdecentralizowanych,
realizowanych w ramach K2A_U3 blockchainy i architektura aplikacji, jezyk Solidity i wzorce
specjalnosci: 26 K2A_U4 bezpieczenstwa, podatnosci interfejsu uzytkownika, ochrona
cyberbezpieczenstwo systeméw K2A_U5 kluczy prywatnych i zarzadzanie tozsamoscig, bezpie-
iurzadzen K2A_U6 czefistwo DeFi i NFT, proces audytu smart kontraktow,
K2A_U9 wprowadzenie do systeméw chmurowych, aplikacje
K2A_U10 w rozwigzanych chmurowych.
K2A_K1 Podstawy pojeciowe zaawansowanych systeméow OT,

komponenty OT i IT w fabrykach oraz ich podatnosci,
przemystowe systemy klasy CPS, sieci komunikacyjne OT,
sieci komputerowe T, zagadnienia bezpieczenstwa
przemystowego Internetu rzeczy (II0T), analiza przypadkow
i znanych metod atakowania, dobre praktyki projektowania
z wbudowanym bezpieczenstwem.




Ztozone aspekty bezpieczenstwa urzadzen, aplikaciji,
systeméw komputerowych i cyberzagrozen, bezpieczefstwo
systemow informatycznych, modelowanie zagrozen, ataki na
oprogramowanie, inzynieria wsteczna, bezpieczenstwo
aplikacji internetowych, metodologie, komunikacja i izolacja
procesow itp.

Zaawansowane zagadnienia bezpieczefistwa baz danych,
metody zabezpieczen, metody komunikacji z aplikacjami,
studium przypadku.

Wprowadzenie do zagadnien bezpieczeristwa dotyczacych
rozwiazan loT, zagadnienia bezpieczenstwa podczas tworzenia
systemu loT, charakterystyka systeméw loT, koncepcje
cyberbezpieczenstwa w odniesieniu do loT, sprzet loT
i cyberbezpieczenstwo, wyzwania cyberbezpieczenstwa loT,
luki w zabezpieczeniach systemow loT, wektory atakow loT,
technologie bezpieczenstwa loT, zabezpieczanie i ochrona
systemow loT przed cyberatakami, bezpieczenstwo przecho-
wywania danych loT. Najlepsze praktyki cyberbezpieczenstwa
w systemach loT.

Zagadnienia ciagtego monitorowania zdolnosci systeméw do
dziatania bezpiecznego, proaktywne wyszukiwanie zagrozen
(thread hunting) i reagowanie na incydenty, koncepty SIEM,
SOAR, Cyber Threat Intelligence, zaawansowane koncepty
i technologie monitorowania.

Zagadnienia bezpieczenstwa w pojazdach autonomicznych,
drony i pojazdy autonomiczne (AGV), metody sterowania
bezzatogowymi statkami powietrznymi (UAV), komunikacja
z pojazdami AGV, mechanizmy symulacji statkow i pojazdow
autonomicznych, systemy rojowe, bezpieczenstwo komuni-
kacji, zabezpieczenie przed inzynierig wsteczna.

K2A_W6
K2A_U2
K2A_U4 Teoretyczne i praktyczne aspekty przygotowywania pracy
- K2A_U7 dyplomowej. Metodyka opracowywania i prezentowania
Seminerlimsgalomnis 2 K2A_U8 wynikdw. Prezentacja postepow oraz wynikow prowadzonych
K2A_UM prac.
K2A_K1
K2A_K3
K2A_W6 Zidentyfikowanie, sformutowanie i rozwigzanie ztozonego
K2A_U1 i nietypowego problemu naukowego zwiazanego z bezpie-
K2A_U2 czenstwem oprogramowania oraz systeméw komputerowych
K2A_U3 przez zastosowanie metod zapewniania bezpieczenstwa
K2A_U4 systemoéw komputerowych oraz zasad nauki i techniki.
Praca dyplomowa magisterska 20 K2A_U5 Zatozenia zadania wymuszg zastosowanie innowacyjnego
K2A_U7 podejScia poprzez przystosowanie istniejacych lub
K2A_U8 opracowanie nowych metod i narzedzi oraz sktonig do
K2A_U10 szerokiego wiaczania watkdw badawczych w zakresie
K2A_K1 podjetego tematu. Prezentacja postepdw oraz wynikow
K2A_K3 prowadzonych prac.
oy —— i K2A_W7 Lo . . ’ g
Zajecia z uczelnianej bazy zaje¢ 2 K2A_U9 Zapoznanie si¢ z najnowszymi, interdyscyplinarnymi zagad-
obieralnych K2A_K1 nieniami z zakresu wybranej dyscypliny.

Sposoby weryfikacji i oceny efektoéw uczenia sie osiagnietych
przez studenta w trakcie catego cyklu ksztafcenia

Nazwa sposobu weryfikacji
i oceny efektow uczenia sig

Opis sposobu weryfikacji i oceny efektow uczenia sie

Egzamin pisemny

Egzamin pisemny obejmuje pisemne odpowiedzi na pytania/zadania dotyczace zagadnien obejmujacych
tresci programowe danego przedmiotu. Czas trwania egzaminu jest ograniczony i jest podawany przez
egzaminatora przed rozpoczeciem egzaminu.

Egzamin ustny

Egzamin ustny obejmuje ustne odpowiedzi na pytania dotyczace zagadnienn obejmujacych tresci
programowe danego przedmiotu. Student ma prawo do ograniczonego czasowo przygotowania sie do
odpowiedzi oraz sporzadzania notatek.

Sprawdzian pisemny

Sprawdzian pisemny obejmuje fragment treci programowych przedmiotu, np. jedno Cwiczenie
laboratoryjne, okreslony typ zadan itp.




Egzamin dyplomowy

Egzamin skfada sie z trzech czesci: przedstawienia pracy dyplomowej w formie prezentacji, dyskusji nad
przedstawionymi wynikami pracy oraz odpowiedzi na pytania otwarte postawione przez cztonkow komisji
egzaminacyjnej.

Test

Test polega na wyborze jednej lub kilku podanych odpowiedzi na postawione pytanie.

Kolokwium pisemne

Kolokwium pisemne obejmuje opisowe odpowiedzi na pytania dotyczace zagadnien obejmujacych tresci
programowe danego przedmiotu. Czas trwania kolokwium jest ograniczony i jest podawany przez
egzaminatora przed jego rozpoczeciem. Ta forma weryfikacji moze by¢ stosowana w przypadku
przedmiotéw niekoficzacych sie egzaminem.

Kolokwium ustne

Kolokwium ustne obejmuje ustne odpowiedzi na pytania dotyczace zagadnienn obejmujacych tresci
programowe danego przedmiotu. Student ma prawo do ograniczonego czasowo przygotowania sie do
odpowiedzi oraz sporzadzania notatek. Ta forma weryfikacji moze by¢ stosowana w przypadku przedmiotow
niekonczacych sie egzaminem.

Prezentacje
multimedialne/referat

Prezentacja, najczes$ciej multimedialna, na okreslony temat. Jest przedstawiana przez studenta
indywidualnie lub w zespole.

Praca dyplomowa

Student przygotowuje pisemne opracowanie, liczace od kilkudziesieciu do kilkuset stron, bedace
sprawozdaniem z przeprowadzonych przez studenta dziatan. Praca dyplomowa moze mie¢ charakter
teoretyczny, praktyczny, konstrukcyjny lub moze zawierac opis wykonanych eksperymentdw i obserwacii.
Praca dyplomowa moze mie¢ charakter projektu badawczo-naukowego.

Sprawozdanie

Sprawozdanie zawiera opis pomiaréw, badan, obserwacji itp. przeprowadzonych w ramach ¢wiczenia
laboratoryjnego, wyjazdu terenowego itp. Sprawozdanie moze podlega¢ zaliczeniu bez wystawiania oceny.

Projekt stanowi potwierdzenie realizacji konkretnego zadania (najczesciej inzynierskiego) wykonanego po

Projekt przyjeciu narzuconych przez prowadzacego zatozen wstepnych. Dopuszcza sie m.in. nastepujace formy
projektow: opracowanie pisemne, program komputerowy, opis HDL, rysunek, model matematyczny itp.
Obserwacja aktywnosci Prowadzacy, na podstawie obserwacji zachowania studenta, jego aktywnosci i umiejetnosci wykazanych

i umiejetnosci studenta

w trakcie zaje¢, moze uznac osiagniecie zaktadanych efektéw uczenia sie.




