KARTA PRZEDMIOTU

Nazwa przedmiotu: Technologie aplikacji internetowych (InfAu-ITS>SM2TAI19)
Nazwa w jezyku polskim:
Nazwa w jez. angielskim: Internet Application technologies

Dane dotyczgce przedmiotu:

Jednostka oferujaca przedmiot: Wyadziat Automatyki, Elektroniki i Informatyki
Przedmiot dla jednostki: Politechnika Slgska

Domysiny typ protokotu dla przedmiotu:

ZAL

Jezyk wyktadowy:

polski

Strona WWW:

https://platforma2.polsl.pl/rau2/course/view.php?id=840

Skrécony opis:

Celem przedmiotu jest zapoznanie studentéw z problemami zwigzanymi z konstruowaniem aplikacji dla Internetu, a takze narzedziami i
metodami ich rozwigzywania.W ramach przedmiotu studenci zostang zapoznani z metodami projektowania i implementacji aplikacji
biznesowych, zaznajomig sie z r6znymi architekturami aplikacji internetowych i technikami zapewnienia ich wysokiej wydajnosci,
skalowalnosci jak rowniez bezpieczenstwa.

Opis:

ECTS: 4

Suma godzin: 100 h (60 h - kontaktowe, 40 h - praca wiasha studenta)

Formy godzin kontaktowych:
Wyktad: 30h
Laboratorium: 30h

Praca wtasna studenta: przygotowanie do zajeé, analiza wynikéw laboratorium, przygotowanie do kolokwiow.

Tres¢ wyktadow:
Tematyka wyktadéw obejmuje zagadnienia dotyczace aplikacji internetowych w rozumieniu aplikacji opartych o protokét HTTP (nazywane
réwniez aplikacjami Web).

Pierwsze wyklady majg za zadanie wyjasni¢ ogélng zasade dziatania Internetu w kontekscie aplikacji Web. Skrétowo wyjasnione sg
najwazniejsze informacje dotyczace protokotéw wszystkich warstw w kontekscie zastosowania w aplikacjach internetowych tak by
studenci mogli zrozumie¢ jak budowa i zasada dziatania stosu sieciowego wplywa na dziatanie tychze aplikaciji.

W nastepnej kolejnosci omowiony jest sam protokot HTTP w réznych wersjach oraz szczegély tego protokotu istotne w kontekscie
architektury, wydajnosci i bezpieczenstwa aplikacji internetowych.

Nastepnie wyklady skupiajg sie na projektowaniu i budowie wydajnych i skalowalnych aplikacji. Studenci majg okazje zapoznac sie z
praktycznymi zaleceniami stosowanymi w prawdziwych aplikacjach, ktére potrafig obstuzy¢ w momentach szczytowych nawet dziesiatki
tysiecy uzytkownikéw réwnolegtych.

Kolejnym omawianym elementem w ramach wyktadow jest bezpieczenstwo aplikacji internetowych. Przedstawione sa techniki majgce
zapewni¢ bezpieczenstwo uzytkownika i danych systemu poczgwszy od podstaw takich jak szyfrowanie kanatu komunikacyjnego przez
mechanizmy wbudowane w przegladarke internetowg (same-site policy, HSTS, flagi ciasteczek itp.) a skoficzywszy na zaawansowanych
mechanizmach zabezpieczenia aplikacji internetowych jak IPS, WAF itp. W tej czesSci wyktadow omdwione zostang rowniez protokoty
uwierzytelnienia Single-Sign-On (SAML, OIDC) jak réwniez autoryzacji (XACML oraz UMA).

Ostatnia cze$¢ wyktadu to praktyczne przedstawienie kilku nowoczesnych technologii projektowania aplikacji internetowych, ktore
zdaniem prowadzacego wyrdzniajg sie na tle innych narzedzi. Prowadzacy pokaze na zywo sposob tworzenia takich aplikacji w tych
narzedziach oraz ich zalety i wady.

Tre$c¢ laboratorium:

W trakcie zaje¢ laboratoryjnych studenci bedg mogli zapozna¢ sie z catym procesem wytwarzania aplikacji internetowej oraz
zaprojektowad, zbudowac i przetestowacé witasna aplikacje internetowa w wybranej przez siebie technologii.
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Efekty uczenia sie:

Wiedza:

Student ma wiedze teoretyczng i praktyczng w zakresie technologii aplikacji internetowych, a takze potrafi sprosta¢ wyzwaniom jakie
stawiajg zagadnienia zwigzane z zapewnieniem wydajnosci i bezpieczenstwa aplikacji internetowych. Wiedza ta jest bezposrednio
zwigzana ze studiowang specjalnoscig - Internet i Technologie Sieciowe.

[K2A W02, K2A WO06]

Metody i kryteria oceniania:

Oceniana jest wykonana w trakcie laboratorium aplikacja internetowa wraz z sprawozdaniem. Ocena koncowa to ocena z laboratorium.

USOSweb: Szczegoty przedmiotu: InfAu-ITS>SM2TAIL9, w cyklu: <brak>, jednostka dawcy: <brak>, grupa przedm.: <brak>
Strona 1 z 2 24.07.2025 09:26



Sylabus obowigzuje od roku akademickiego 2025/2026, a jego zawartos¢ nie podlega zmianom w trakcie trwania semestru.
Punkty przedmiotu w cyklach:

<bez przypisanego programu>
Typ punktéw Liczba Cykl pocz. Cykl kon.
Europejski System Transferu Punktéw (ECTS) 4 2020/2021-2
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