…………………………………………………………………………….. ……………………

First name and surname date

**Consent to transfer personal data to ………………………………………………… \***

In connection with my participation in …………………….\*\* I consent to the transfer of my data by the Silesian University of Technology to ……………………………………………….….\*\*\* for the purpose of ………………………………..……\*\*\*\*

List of personal data to be transferred\*\*\*\*\*:

1. First name and surname
2. ……………………………………………………………………………………………………………
3. ……………………………………………………………………………………………………………

I declare that I am aware of the risks associated with the transfer of personal data to a third country, resulting from the lack of a European Commission decision confirming an adequate level of data protection and the lack of appropriate safeguards.

The inability of the University to transfer personal data to the partner will prevent participation in …………\*\*

1. Pursuant to Article 49 section (1)(a) of the GDPR, being aware that ………………………………………………..\* has not been recognised by a decision of the European Commission as a country ensuring an adequate level of protection of your data, and that the University does not provide the appropriate safeguards specified in Article 46 of the GDPR, including the absence of standard contractual clauses with the data recipient or binding corporate rules, and that due to the lack of adequate safeguards there is a risk of insufficient protection of my data, I consent to the transfer of personal data to ………………………….……………………………………..\* for the purpose of ……………………………………………………….…\*\*\*

………………………………… ……………………………………….

date signature

*\* enter the name of the third country to which the personal data is to be transferred*

*\*\* enter the name of the process carried out at the University in connection with which the data is to be transferred*

*\*\*\* enter the name of the organisation and its address in the third country*

*\*\*\*\* enter the purpose of the transfer of data to a third country*

*\*\*\*\*\* enter all categories of personal data that will be transferred to a third country*

**Information on the processing of personal data**

**in the case of collection from the data subject (Article 13 of Regulation 2016/679)**

**1. Personal Data Controller**

The Controller of the personal data provided is the Silesian University of Technology, hereinafter referred to as the University,which may be contacted by post at the following address: ul. Akademicka 2A, 44-100 Gliwice or by e-mail: BR@polsl.pl

**2. Data Protection Officer**

The Controller has appointed a Data Protection Officer who can be contacted in all matters relating to the processing of personal data by post at the following address: ul. Akademicka 2A, 44-100 Gliwice or by e-mail: iod@polsl.pl

**3. Purposes of processing**

The Controller will process personal data for the purposes of preparing and implementing the Cooperation Agreement/Contract.

**4. Legal basis for processing**

The processing is based on the grounds arising from Article 6 section (1) letter (e). (performance of a task carried out in the public interest) of Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) and the provisions of the Act of 20 July 2018 – Law on Higher Education and Science.

**5. Period of storage of personal data**

Personal data will be stored for the period specified in the uniform material list of files developed on the basis of the Act of 14 July 1983 on national archival resources and archives.

**6. Data recipients**

The recipients of the data may be entities performing public tasks. Personal data may also be transferred to partners providing technical and organisational IT support.

**7. Transfer of data to third countries**

Your personal data in connection with your participation in ………………………………….…………\*\* will be transferred to ………….…………\*, i.e. to a third country within the meaning of the GDPR (not belonging to the EEA), which does not ensure an adequate level of protection of your data due to the lack of a decision by the European Commission on the adequacy of the level of protection of personal data. The legal basis for the transfer of data to a third country is your explicit consent (Article 49 section (1) letter (a) of the GDPR).

**8. Rights related to the processing of personal data**

You have the following rights related to the processing of personal data:

1) the right to access personal data;

2) the right to request the rectification of personal data that is incorrect and the completion of incomplete personal data;

3) the right to request the erasure of personal data should the circumstances defined in Article 17 of the General Data Protection Regulation arise;

4) the right to request the restriction of the processing of personal data;

5) the right to lodge a complaint with the supervisory authority responsible for personal data protection, i.e. the President of the Personal Data Protection Office.

**9. Automated processing of personal data**

Your data will not be subject to automated decision-making, including profiling.

**10. Obligation to provide data**

The provision of personal data is necessary for the performance of the Agreement/Contract.

*\* enter the name of the third country to which the personal data is to be transferred*

*\*\* enter the name of the process carried out at the University in connection with which the data is to be transferred*